
ECP | Platform voor de InformatieSamenleving draagt als neutrale aanjager en verbinder
bij aan een betrouwbare en kansrijke digitale samenleving waarin iedereen mee kan doen.

JAARPLAN ECP 2026

Tijdens het schrijven van het jaarplan 2026 horen we weinig optimistische geluiden over de wereld en ons land.
De trans-Atlantische as lijkt verbrokkeld. Grote tech partijen zijn machtig en zitten allemaal in de verenigde staten
en China. Er woedt een oorlog aan de grens van Europa. In Nederland knellen uitdagingen voor wonen, zorg,
landbouw, onderwijs en duurzaamheid steeds meer en er is al jaren geen stabiel meerderheidskabinet. Polarisatie
groeit.

De digitale ontwikkelingen zijn soms aanjager van bovengenoemde bewegingen en gaan er soms onder gebukt.
Nieuwe technologieën als AI, generatieve AI, AI-agents nemen een vlucht. Dit geeft onzekerheid voor de
arbeidsmarkt, zoals ook de SER constateert. Internationaal machtspolitiek intervenieert hevig met de wetten van
de markt en internationale afspraken, zoals ASML en Nexpedia merken.

ECP werkt al 27 jaar op een constructieve manier met veel partijen samen en zorgt voor verbinding in het gesprek
over de maatschappelijke uitdagingen die er spelen in Nederland. Dat lijkt in schril contrast te staan met
bovenstaande bewegingen en gaat soms ook met meer spanning gepaard. De verbindende rol, vanuit gedeelde
maatschappelijke doelstellingen en zonder partijen uit te sluiten, is in deze tijd meer nodig dan ooit. ECP wordt
hierom enorm gewaardeerd. Het jaarplan 2026 bulkt dan ook van de activiteiten, waarachter vele enthousiaste
mensen uit het brede ECP-netwerk zitten die verantwoordelijkheden nemen die groter zijn dan hun rol of positie.
Die samenwerking en gezamenlijke ambitie zorgt ervoor dat we toch ontzettend veel zin hebben om in 2026 aan
de slag te gaan.

In 2026 hebben we onze activiteiten opgedeeld in drie thema’s. Het thema innovatie, economie en infrastructuur
heeft de focus op de economische kracht van Nederland. Hoe zorgen we dat onze infrastructuur tot de top
behoort? Hoe worden we krachtig met AI, met quantum? Hoe zorgen we voor opschaling van innovatie?



ECP organiseert door het jaar heen strategische sessies en een symposium Strategie Digitale Economie
waar: 

actuele thema’s, relevante beleidsuitdagingen en trendonzekerheden worden besproken;  
drivers en knelpunten worden gesignaleerd die worden ervaren door het stakeholderveld;  
mogelijke oplossingen en invalshoeken vanuit verschillende perspectieven worden opgehaald; 
input wordt geleverd voor verdere beleidsvorming.   

 
 

KERNACTIVITEITEN 

Aan het thema vertrouwen en veiligheid is de term
weerbaarheid toegevoegd. Dat behoeft nauwelijks
toelichting gezien de toenemende (statelijke)
dreigingen. Des te belangrijker ook aandacht te houden
voor vertrouwen, de positieve prettige, veilige omgang
met digitaal.

Het derde cluster draait om vaardigheden, ethiek en
maatschappij. Hoe borgen we maatschappelijke
waarden in deze tijd? Digitale ethiek professionaliseert
en wordt constructiever en draagt zo bij aan
waardengedrevenheid. Digitale vaardigheden blijven
belangrijk omdat er nieuwe technologieën komen, zoals
AI, dit omdat we inclusief willen blijven en worden én
omdat andere dingen worden gevraagd voor banen van
de nabije toekomst.

Tijdens de ECP Deelnemersspecials spelen wij in op actuele thema's zoals soevereiniteit, infrastructuur,
een transparante overheid, duurzaamheid, toegankelijkheid en ethiek. Dit jaar worden er ongeveer vijftien
bijeenkomsten georganiseerd. 

Het ECP Jaarfestival is dé plek waar trends en onderliggende ontwikkelingen met een breed publiek
worden besproken en bediscussieerd. Voor de coalities en programma’s van ECP, maar ook voor
deelnemers is dit een perfecte plek voor het opdoen van inspiratie, contacten en kennis. Bekijk de vorige
edities op www.ecp.nl. In 2026 verandert de naam in Nederland Digitaal Festival en zoeken we samenwerking
met meerdere partijen, SIDN is mede-initiator van dit festival.

Politici doen hun best om wetgeving te verzorgen die ten goede komt aan de inbedding van de snelle
technologische ontwikkelingen en benodigde randvoorwaarden. Daarbij krijgen zij steun van de Digitale
Binnenhof Academy (DBA). Die opereert vraaggestuurd: Kamerleden geven aan waar zij meer over willen
weten, waarna de DBA helpt bij het bijeenbrengen van kennis en deskundigen uit verschillende hoeken. 

Als digital natives zijn jongeren onmisbaar in het gesprek over digitalisering. Zij zijn vaak zeer actief online
en lopen voorop met trends, maar ervaren ook direct de gevolgen van beleidsbeslissingen op dit gebied.
Daarom zet Jong ECP zich in voor het samenbrengen van jongeren het stimuleren van hun betrokkenheid
bij digitaliseringsvraagstukken. 
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Hoofdthema's van ECP 2026

https://ecp.nl/agenda/
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VAARDIGHEDEN, ETHIEK EN
MAATSCHAPPIJ
Digitaal Doordacht (DD) 
🎯 Samen aan de slag voor een toekomstgerichte,
responsieve en digitale overheid.  
✔️ Het versterken van de samenhang door partijen
structureel te verbinden, gezamenlijke prioriteiten te kiezen
en digitale publieke waarden te verankeren in uitvoering, in
lijn met de overheidsbrede AI-visies, de NLCS en de EU
Digital Decade-doelen. 
🏅 In 2026 levert het programma bouwstenen en
gezamenlijke prioriteiten op, uitgewerkt langs 6 thema’s,
waarmee de digitale basis van de overheid wordt versterkt
en zo wordt bijgedragen aan slimmere, toegankelijkere en
persoonlijkere dienstverlening. 

DD: Nieuwe technologie en impact op overheid en
samenleving  
🎯 Voorbereid zijn op opkomende technologieën en hun
impact , zodat overheid en samenleving tijdig kunnen inspelen
op kansen, risico’s en noodzakelijke beleidskeuzes. 
✔️ Drie technologieën vanuit meerdere perspectieven
verkennen via kennisopbouw, ethische positiebepaling,
waardedialoog en het formuleren van handelingsopties. 
🏅 In 2026 organiseren we meerdere expert-tafelgesprekken
over specifieke digitale ontwikkelingen (met focus op
maatschappelijke impact en waarde) en verspreiden de
opgedane inzichten en scenario’s via (werk)conferenties en
publicaties.  
 
DD: AI innovatiekracht binnen de overheid 
🎯 Bundelen en versterken van de publiek-private AI-
innovatiekracht zodat de overheid AI verantwoord, effectief 
en op grotere schaal kan inzetten. 
✔️ Het Platform AI & Overheid uitbouwen, experimenten en
opschaling organiseren, knelpunten oplossen, samenwerking
stimuleren via pilots/hackathons/matching en versterken van
kennis en kunde bij ambtenaren, in aansluiting op de
opschalingsfaciliteit (ICTU) en partners. 
🏅 In 2026 gaan we door met samenwerkingsprojecten voor
implementatie- en  opschaling, pilots, kennissessies en
hackathons. Ook organiseren we matching-events  
(incl. opschaalevent), waardengedreven dialogen en
opschalingsworkshops met handreikingen en
opschalingsdocumentatie met herbruikbare bouwblokken,  
instrumenten en publicaties.  

DD: Digitaal vakmanschap en moderne werkomgeving 
🎯 Werken aan een veilige, uniforme en toekomstbestendige
digitale werkomgeving waarin ambtenaren effectief kunnen
werken en wettelijke kaders (zoals Woo en Archiefwet)
automatisch “by design” zijn geborgd. 

 

✔️  Technologische randvoorwaarden (cloud, standaarden,
informatiehuishouding) verbinden met mens- en
organisatieverandering (vaardigheden, cultuur en
vakmanschap), delen wat werkt, opschalen en publieke
waarden zoals toegankelijkheid, digitale onafhankelijkheid
en ethiek vanaf het ontwerp meenemen. 
🏅 In 2026 organiseren we werksessies met
departementen, uitvoerders, markt en maatschappelijke
partners, leggen werkende voorbeelden en lessen vast en
vertalen die naar praktische oplossingen. Ook maken we
een overzicht van opleidingen/leerlijnen voor digitaal
vakmanschap (incl. AI en ethiek) en leveren praktische
richtlijnen/handreikingen op voor het bouwen en beheren
van de digitale werkplek en informatiehuishouding “by
design”. 

DD: Community of Practice (CoP) Digitale Ethiek voor
Overheden 
🎯 Bijdragen aan het effectief en verantwoord toepassen
van data en technologie bij overheidsorganisaties, zodat
incidenten worden voorkomen en de publieke
dienstverlening en maatschappelijke opgaven beter worden
ondersteund. 
✔️ Uitbreiden van het netwerk en de agenda door
overheidsorganisaties praktijkvoorbeelden, fysiek en online,
te laten delen en deze te vertalen naar praktische
instrumenten en werkwijzen rond aanpak/opleidingen,
borging in organisaties en moresprudentie zodat juridische,
technische, maatschappelijke en ethische
gegevensknelpunten sneller gezamenlijk worden
doorbroken. 
🏅 In 2026 organiseert de community meerdere
communitydagen en matchmaking, onderhoudt en benut
een online database met circa 75 ethische praktijkcases,
biedt webinars en een overzicht van ethische instrumenten,
en laat werkgroepen (o.a. rond borging van ethiek en het
opzetten van ethische commissies) casussen in kleine
groepen uitwerken tot moresprudentie, aangestuurd door
een actieve agendacommissie. 
 
DD: Profiteren van de digitale transformatie voor burgers
en bedrijven  
🎯 Digitaliseringsknelpunten wegnemen, de invoering van
digitale wetgeving ondersteunen en publieke waarden zoals
veiligheid, toegankelijkheid en autonomie borgen, op basis
van gebundelde kennis over digitale overheid, Europese
wetgeving, digitale identiteit, digitale weerbaarheid en
online content. 
✔️ Door vakdepartementen, bedrijven en maatschappelijke
organisaties te verbinden en via MODI (maatschappelijke)-
dialogen, bestuurlijke gesprekken/ECP-bijeenkomsten, het
versterken van Veiliginternetten.nl, intensievere
samenwerking rond contentmoderatie en door knelpunten
te signaleren en deze om te zetten in goede voorbeelden en
concrete handelingsopties. 



🏅 In 2026 organiseren we drie MODI’s over digitale
identiteit (10–20 deelnemers per dialoog), houden we
politiek-bestuurlijke bijeenkomsten (Politiek Café, 2 diners
pensants, een ECP Deelnemersspecial en 3 strategische
sessies met NDS-programmamanagers). 
 

Digivaardig in de zorg  
🎯 Zorgorganisaties en zorgmedewerkers generiek
ondersteunen, zodat iedereen in zorg en welzijn over
voldoende digitale vaardigheden beschikt om het werk goed
te kunnen doen. 
 ✔️ Het praktisch ondersteunen van zorgorganisaties en
zorgmedewerkers met kennis, tools en inspiratie, zoals leer-
en communicatiematerialen, trainingen en bijeenkomsten,
zodat digitale vaardigheden structureel worden versterkt in
zorg en welzijn. 
🏅 In 2026 versterken we de digitale vaardigheden van
zorgmedewerkers via een reeks online en offline activiteiten
(o.a. de 18e werkconferentie, Bootcamp, deel- en
leerbijeenkomsten voor digicoaches, de maand van de
digifitheid en de dag van de digicoach) én door het doorlopend
actualiseren van de website met leermiddelen en de actieve
LinkedIn-community. 

Landelijk, zorgbreed platform voor AI-geletterdheid 
🎯 In 2026 een landelijk, zorgbreed platform voor AI-
geletterdheid opzetten dat medewerkers in alle zorgsectoren
ondersteunt bij het verantwoord en effectief inzetten van AI-
toepassingen.
✔️In nauwe samenwerking met AZWA-partijen en in
afstemming met het ministerie van VWS.
🏅 In 2026 voeren we een nulmeting uit in verschillende
zorgsectoren, bepalen de AI-behoeften per functiegroep en
ontwikkelen een eerste versie van het AI-
geletterdheidsplatform. Met hierop zelfscans,
functieprofielen, leermiddelen, tools, digicoach-ondersteuning
en communicatiemiddelen. 

Informatieveilig gedrag in de zorg  
🎯 Beoogt instellingen in de zorg te helpen bij het managen
van de menselijke factor van informatiebeveiligings- en
privacy-risico’s in de zorg.  
✔️ We informeren, inspireren en activeren experts over
informatieveiligheid  in de zorg met een praktisch
programma en direct toepasbare tools.  
🏅 In 2026 bereiken we zoveel mogelijk experts én hun
bestuur/management, zodat informatieveilig gedrag op de
werkvloer aantoonbaar wordt versterkt. 

Maatschappelijke coalitie over Informatie gesproken 
🎯 Streeft naar een gelijkwaardige informatierelatie tussen
burgers en overheid 
✔️ Zeven oplossingsrichtingen voor de belangrijkste
problemen staan centraal bij alles wat we doen. Van events
tot artikelen en de onderzoeken die we financieren.  
🏅 In 2026 zetten we in op meer bereik en nieuwe
doelgroepen. We starten nieuwe onderzoeken binnen de
call for proposals, ondersteunen we bij het Actieplan van de
open overheid, organiseren we in mei de jaarlijkse
ontbijtsessie en starten de Dag van de Openbaarheid in
september.  

🎯 Helpt vanuit een unieke praktijkcontext, ethische keuzes
rond technologie concreet te maken en zo innovatie zowel
technisch als sociaal verantwoord vorm te geven. 
✔️ Met een bewezen methode (meer dan honderd
organisaties) begeleiden we (o.l.v. een ervaren moderator)
betrokkenen om risico’s en kansen scherp te krijgen en te
vertalen naar ontwerp, implementatie en gebruik. 
🏅 In 2026 organiseren we tientallen sessies (ook in-
company en openbare trainingen) en gaan samenwerkingen
aan. Een betrokken groep mensen komt samen in ons
Platform Ethiek.  

Aanpak Begeleidingsethiek

De overhandiging van het SER adviesrapport ‘AI en
werk’ aan toenmalig staatssecretaris Zsolt Szabó. ECP’er
Daniel Tijink werkte mee aan de totstandkoming van
het rapport.

VEILIGHEID, VERTROUWEN EN
WEERBAARHEID
Veiliginternetten.nl
🎯 De centrale plek zijn waar iedereen betrouwbare
info vindt over veilig internetten, duiding bij nieuws
over digitale veiligheid, en waar het netwerk kennis
deelt en vindt over activiteiten, onderzoeken en
toolkits. 
✔️ Publiek private samenwerking voortzetten om de
juiste betrouwbare informatie en 

handelingsperspectief te bieden en waar nodig door te verwijzen
naar plekken die verder kunnen helpen.
🏅 In 2026 wordt de website actueel gehouden met actieve
partners, worden initiatieven uit samenwerkingen en
departementen gebundeld, wordt de inzet van een website-
chatbot onderzocht, wordt de Cybersecuritymaand als grote
publiekscampagne over basisveiligheid uitgerold samen met o.a.
gemeenten en private partijen. Hiernaast worden er
netwerkbijeenkomsten georganiseerd en zichtbaarheid
gecreëerd en proberen we de doelgroep te bereiken via
webinars, video's, podcasts en e-learnings. 



Platform InternetVeiligheid  
🎯 Het organiseren van gesprekken op strategisch niveau
om internetveiligheid voor eindgebruikers te verbeteren. 
✔️ Minstens drie fysieke bijeenkomsten en interviews met
platformdeelnemers om de prioritaire thema’s, digitale
weerbaarheid, desinformatie, regie op voorlichting &
bewustwording en geopolitieke ontwikkelingen te vertalen
naar een concrete agenda en op basis daarvan de missie van
het PIV opnieuw vast te stellen. 
🏅 In 2026 gaan we relevante thema's uitwisselen, de
netwerkfunctie van het Platform versterken en de missie van
het platform opfrissen. 

Anti Abuse Netwerk (AAN) 
🎯 Digitale weerbaarheid van organisaties en consumenten
vergroten door hen gericht te informeren over (mogelijke)
risico’s zoals misbruik van online faciliteiten, cybercriminele
activiteiten en kwetsbaarheden. 
✔️ Inzetten op slimmere en efficiëntere informatiedeling
tussen organisaties. 
🏅 In 2026 delen we 4 à 5 keer per jaar structureel kennis
en, wanneer ontwikkelingen daarom vragen, tijdelijk
intensiever samen te werken. 

Platform Internetstandaarden 
🎯 Het gebruik van moderne internetstandaarden
vergroten en daarmee het internet voor iedereen
toegankelijker, veiliger en betrouwbaarder te maken. 
✔️ Met API en Dashboard (samen) onderzoek en metingen
uitvoeren, kennis en tooling delen met internationale
partners en de community laten groeien, zodat
internetdienstverleners en professionele gebruikers hoog
blijven scoren op Internet.nl en steeds meer organisaties
buiten de ‘insiders’ in beweging komen. 
🏅 In 2026 willen we Internet.nl (incl. Docker-containers
 en tools) doorontwikkelen en beheren, met een
toegankelijker vernieuwde website en een
gebruiksvriendelijker, gegamificeerd redesign dat meer
gebruikers stimuleert een 100% score te behalen. 

Online Trust Coalitie  
🎯 Vertrouwen in de cloud realiseren en behouden en
publiek-private samenwerken aan een uniforme,
gestandaardiseerde aanpak waarmee aanbieders hun
betrouwbaarheid kunnen aantonen en afnemers deze
eenvoudig kunnen beoordelen. 
✔️ De aanpak in 2026 is om via publiek-private
samenwerking handelingsperspectief te ontwikkelen
voor bestuurders (“in control”) en toezichthouders
en zo te komen tot een uniforme, gestandaardiseerde
en geharmoniseerde aanpak voor veiligheid, continuïteit
en wendbaarheid van de informatievoorziening onder
nieuwe wetgeving. 
🏅 In 2026 Nederlandse oplossingen verankeren (zoals
uit auditing/assurance) in Europees cloud- en
cybersecuritybeleid, EU- en NL-wetgeving continu in
 

kaart brengen, met NOREA en ICTRecht een
wetgevingsoverzicht publiceren, verkennen en verbreden
van het UDMM via pilots en kennisdeling, het organiseren
van bijeenkomsten en webinars en een bijdrage leveren aan
(externe) events om coalitiepartners tot concrete
toepassing en doorbraken te stimuleren. 

Online Content Moderatie  
🎯 Een publiek-privaat kader creëren waarin burgers
laagdrempelig schadelijk of strafbaar online materiaal
kunnen melden en waarin de overheid en internetsector
vervolgens effectief kunnen handelen om schade en
ongewenste maatschappelijke effecten te beperken. 
✔️ Instrumenten, kennis en een juridisch handelingskader
ontwikkelen waarmee maatschappelijk aanvaard online kan
worden geïntervenieerd wanneer nodig en om de publiek-
private governance en toolbox door te ontwikkelen en
internationaal uit te dragen. 
🏅 In 2026 ontwikkelen en lanceren we e-learningmodules,
organiseren deepdives over specifieke thema’s en trends en
zetten in op een meer integrale aanpak van online
contentmoderatie. 

Anti-DDoS coalitie 
🎯 Het verhogen van de DDoS-readiness van de
Nederlandse digitale infrastructuur, sectoroverstijgend en
vooral tegen grote en complexe aanvallen. 
✔️ Jaarlijks een grootschalige DDoS-oefening te
organiseren, plenaire kennissessies met alle
coalitiedeelnemers te houden en mee te organiseren aan
een DDoS-mitigation event. 
🏅 In 2026 bouwen we een zelfstandige, cross-sectorale
DDoS-expertcommunity (verankerd in bestaande netwerken
zoals het cyberweerbaarheidsnetwerk) én organiseren ze de
jaarlijkse DDoS-oefening met de deelnemers en het DDoS-
mitigation event met NBIP. 

ONE 
🎯 Een toonaangevende Europese
cybersecurityconferentie neerzetten waar een breed
publiek kennis, best practices en onderzoeksresultaten deelt
—van technische en opsporingsvraagstukken tot publiek-
private samenwerking, governance en actueel onderzoek. 
✔️ Door een sterke, diverse programmmix neer te zetten,
aangevuld met de TalentHub en de Expo naast de
inhoudelijke sessies. 
🏅 In 2026 vindt de ONE plaats op 6 en 7 oktober en biedt
op beide dagen een plenair programma met optionele
breakout-sessies in kleinere groepen. 
 



International Digital Reporting Standard (IDRS)  
🎯 Organisaties één integraal, samenhangend IT-
verantwoordingsrapport bieden waarmee ze digitale risico’s,
veiligheid en compliance transparant maken,
stakeholdervertrouwen en strategische besluitvorming
versterken én assurance door auditors mogelijk maken. 
✔️ Draagvlak bij relevante stakeholders creëren, de
zichtbaarheid van de standaard en implementaties actief
vergroten en het stimuleren, beheren en door ontwikkelen
van de implementatie om het gebruik te optimaliseren. 
🏅 In 2026 werken we aan uniforme en transparante
digitale verantwoording over IT-processen en -risico’s door
bijeenkomsten en kennissessies te organiseren die
vertrouwen, veiligheid en naleving in het digitale
ecosysteem versterken. 

Company Passport 
🎯 Het oprichten van een bedrijf en zaken doen
 met andere organisaties vereenvoudigen door
 processen verder te digitaliseren met
 vertrouwensdiensten binnen de kaders van
 eIDAS 2.0. 
✔️ Met alle betrokken partijen een geharmoniseerde
taxonomie ontwikkelen (uniforme woordenlijst en indeling
voor bedrijfsgegevens), zodat data consistent en
uitwisselbaar wordt en automatisch gecontroleerd kan
worden, als basis voor verdere digitalisering met
vertrouwensdiensten binnen eIDAS 2.0. 
🏅 In 2026 leveren we een prototype-app op waarmee
(toekomstige) ondernemers het oprichten van een BV
volledig digitaal kunnen doorlopen.

Anti-DDoS coalitie 
🎯 Het verhogen van de DDoS-readiness van de
Nederlandse digitale infrastructuur, sectoroverstijgend en
vooral tegen grote en complexe aanvallen. 
✔️ Jaarlijks een grootschalige DDoS-oefening te
organiseren, plenaire kennissessies met alle
coalitiedeelnemers te houden en mee te organiseren aan
een DDoS-mitigation event. 
🏅 In 2026 bouwen we een zelfstandige, cross-sectorale
DDoS-expertcommunity (verankerd in bestaande netwerken
zoals het cyberweerbaarheidsnetwerk) én organiseren ze de
jaarlijkse DDoS-oefening met de deelnemers en het DDoS-
mitigation event met NBIP. 

Nationale Privacy Conferentie 
🎯 Overheid, bedrijfsleven en maatschappelijke partners
samen brengen om te verkennen hoe we privacy in de
digitale samenleving uitvoerbaar, werkbaar en
toekomstbestendig kunnen maken—met behoud van
bescherming, ruimte voor innovatie en echte hulp aan
burgers. 

✔️ Via dialoog en kennisdeling met overheid, bedrijfsleven
en maatschappelijke partners concrete handvatten
ontwikkelen voor privacy in de praktijk.
🏅 In 2026 organiseren we de Nationale Privacy
Conferentie waar concrete opbrengsten uit voort komen:
gedeelde inzichten over regeldruk, direct toepasbare
handvatten voor uitvoering en beleid, gerichte input voor de
Tweede Kamer en Autoriteit Persoonsgegevens, en
inspiratie via de Privacy Awards. 

Netwerk Mediawijsheid
🎯 Iedereen Mediawijs! Werken aan een samenleving
waarin mensen verantwoord met media omgaan en waarin
mens en mediaomgeving elkaar versterken. 
✔️ Bijdragen met de vier andere kernpartners en een
netwerk van 1300+ partners aan de vier focusthema’s,
plezier/grip/profijt, digitale balans, samen sociaal online en
weerbaarheid tegen desinformatie, waar Netwerk
Mediawijsheid zich met een programma van activiteiten en
interventies voor inzet. 

Nationale Coalitie Duurzame Digitalisering (NCDD) 
🎯 Het precompetitief verbinden van publieke en private
partijen zodat zij gezamenlijk knelpunten rond duurzame
digitalisering wegnemen en de kansen van digitalisering
voor verduurzaming benutten (de “twin transition”). 
✔️ Langs vier samenhangende programmalijnen—
technologische innovatie, verduurzaming van IT bij
organisaties, digitalisering voor verduurzaming en
randvoorwaarden (zoals innovatie, kennis en vaardigheden)
—gezamenlijk aan duurzame digitalisering te werken. 
🏅 In 2026 organiseert de NCDD de Nationale Conferentie
Duurzame Digitalisering en levert zij vanuit de werkgroepen
concrete producten op, waaronder een AI-agent die
inkopers helpt IT duurzaam in te kopen en de voorbereiding
van een green paper over het digitale productpaspoort voor
beeldschermen (richting 2027) om Nederland koploper in
duurzame digitalisering te maken. 

VAARDIGHEDEN, ETHIEK EN MAATSCHAPPIJ



Centre for Quantum & Society (CQS) 
🎯 Quantumtechnologie in Nederland verantwoord en
evenwichtig inbedden door stakeholders rond use cases
samen te brengen en het CQS-netwerk te versterken. 
✔️ Het opzetten van samenwerkingstrajecten met
publieke partners (o.a. min. IenW/KNMI, min. van
Financiën, min. JenV, gemeente Rotterdam en de Douane)
waarin use cases worden verkend en beoordeeld met de
EQTA-tool (Exploratory Quantum Technology
Assessment). 
🏅 In 2026 een strategische verkenning opleveren van
kansen en risico’s van quantumtechnologie in
maatschappelijk relevante sectoren, plus publieke
publicaties uit samenwerkingstrajecten waar mogelijk
tijdens bijeenkomsten lanceren. 
 
Zeekabel Coalitie   
🎯 Stimuleren en ondersteunen van nieuwe Zeekabel
aanlandingen in Nederland.
✔️ Het vergroten van de zichtbaarheid van Nederland als
aantrekkelijke internationale aanlandlocatie, die
initiatieven ondersteunen met kennis en netwerk, het
bewustzijn over de noodzaak van nieuwe kabels vergroten
en werken aan goedkoper en efficiënter aanlanden in
Nederland. 
🏅 In 2026 publiek-private bereidheid tot investeringen in
nieuwe zeekabels organiseren, koppelkansen verkennen
met energie-op-zee, vergroot zij de internationale
zichtbaarheid (o.a. Submarine Networks, ITW), doet zij
onderzoek naar hergebruik van infrastructuur, voert zij
een campagne over de noodzaak van nieuwe kabels en
werkt zij aan de oprichting van een Nederlandse
investeringsentiteit voor nieuwe aanlandingen. 
 
Trusted Information Partners (TIP) 
🎯 Marktpartijen, zowel aanbieders als afnemers van
vertrouwensdiensten, ondersteunen bij het
implementeren van eIDAS2. 
✔️ De verschillende TIP werkgroepen en ondersteunen bij
de communicatie. 
🏅 In 2026 het opgestelde actieplan volledig uitvoeren en
toewerken naar (bij voorkeur) een congres over
vertrouwensdiensten samen met o.a. Company Passport,
TIP, min. EZ, min. BZK, min. Fin, min. J&V en de
belangrijkste stakeholders per maatschappelijke usecase. 

 
🏅 In 2026 realiseren we maatschappelijke en politieke
bekendheid en urgentie rond het belang van
vertrouwensdiensten, versnellen de toepassing ervan in
Nederland en publiceren we (naast rondetafels en
bijeenkomsten) de uitwerkingen van usecases met kansen
en randvoorwaarden voor realisatie. 

NL Internet Governance Forum (NLIGF) 
🎯 In Nederland internet governance vraagstukken
agenderen en partijen verbinden, de bekendheid van het
(internationale) IGF vergroten en Nederlandse inzichten
inbrengen in het internationale debat. 
✔️ Het Nederlandse internetgovernance-netwerk
mobiliseren rond de voorbereiding, deelname en
zichtbaarheid van het IGF 2026 (incl. brede communicatie
en afstemming met o.a. ambassade), en actief zijn in
internationale netwerken zoals NRI’s, de IGF Youth Track en
EuroDIG. 
🏅 In 2026 organiseren we (online) themabijeenkomsten
en het NL IGF-event, halen we workshopvoorstellen op en
begeleiden deze richting IGF 2026, faciliteren we een goed
voorbereide Nederlandse delegatie (incl. rollen als
moderator/spreker), versterken de internationale inzet via
NRIs, EuroDIG en Youth Track met extra
jongerenbetrokkenheid, vergroten de zichtbaarheid en
blikken terug in het 20 jaar jubileumjaar en agendeert
internet governance ook op het ECP Jaarfestival 2026. 
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